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Abstract: Propose a solution for KI#2 - 5GC Information Exposure to UE.
1. Introduction/Discussion
As described in the Key Issue #2, there is a need for enabling 5G system information exposure extensions to the UE to facilitate its Application AI/ML operation (e.g. Model Training, Splitting and inference feedback etc.). 
[bookmark: _Hlk97730426]In the current specification, the data analytics can only be provided for the CN NFs and the authorized AF. To resolve the KI#2, Data Collection AF [x] is used to send data analytics to the target UE so as to support the Application AI/ML operation.  
2. Text Proposal
It is proposed to update TR 23.700-80 on AIMLsys as follows.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change (all new texts) * * * *
[bookmark: _Toc26173038][bookmark: _Toc30666541][bookmark: _Toc31029835][bookmark: _Toc31030726][bookmark: _Toc43388293][bookmark: _Toc43735523][bookmark: _Toc50130510][bookmark: _Toc50133824][bookmark: _Toc50134164][bookmark: _Toc50557116][bookmark: _Toc50548792][bookmark: _Toc55202097][bookmark: _Toc57209719][bookmark: _Toc57366110][bookmark: _Toc68086061]2	References
[bookmark: _Hlk98264530] [x]	3GPP TS 26.531: " Data Collection and Reporting ".
6.X	Solution #X: Network Analytic Data Exposure to UE via DCAF 
[bookmark: _Toc513014677][bookmark: _Toc26173039][bookmark: _Toc30666542][bookmark: _Toc31029836][bookmark: _Toc31030727][bookmark: _Toc43388294][bookmark: _Toc43735524][bookmark: _Toc50130511][bookmark: _Toc50133825][bookmark: _Toc50134165][bookmark: _Toc50557117][bookmark: _Toc50548793][bookmark: _Toc55202098][bookmark: _Toc57209720][bookmark: _Toc57366111][bookmark: _Toc68086062]6.X.1	Description
[bookmark: _Hlk99374738]This solution addresses Key Issue #2 on 5GC Information Exposure to UE.
When examining the requirements described in TS 22.261 [2], it would be beneficial to enable the 5GC to provide network related information to UE to assist UE’s local processing decision (e.g. UE’s local Application AI/ML operation). Since Rel-17, the DCAF functionality which is part of the AF was introduced to enable the NWDAF to perform data collection from the Application.  Given the communication path between NWDAF and the DCAF has been introduced for data collection, it is reasonable to extend the existing DCAF/AF functionality and architecture as defined in TS 26.531 [x] to expose network data analytics related to the UE to assist the UE’s local Application AI/ML operation. 
This solution proposes the extension of the UE-related network analytic datas exposure to UE via the support of DCAF. The following assumptions are made by this solution:
· The DCAF UE can Ssubscribe/Request to NWDAF via DCAF on behalf of the UE to request/receive the UE-related information from 5GC (e.g. the data aAnalytics result to/from the NWDAF).
· The communication services and functional architecture between UE and DCAF is in the scope of SA4 and shall be compatible with the existing architecture.  
· There could may be more than one DCAF serving the UE to support the given application at different service areas. 
· The network consent for providing the information that UE needs.
[bookmark: _Hlk99360485]In this solution, it leverages the existing mechanisms as defined in clause 6.2.8 of TS 23.288 to establish the PDU connection and the correlation among UE, NWDAF and DCAF to collect the network analytic. The following information can be exposed to the UE via the support of the DCAF based on network consent acquired by UE:
-  QoS Sustainability Analytics; 
-  User Data Congestion Analytics; 
-  Network Performance Analytics; and 
-  UE-related Network Analytics.  
Editor’s note: How to extend the interaction between UE and DCAF as defined in 26.531 to enable UE to subscribe/request information to/from 5GC NF (e.g., NWDAF) via DCAF is in SA4 scope.
As the UE may move into a different service area supported by a different DCAF while it still requires the service from the DCAF, existing procedures that support Service and Session continuity as described in 5.6.9 can still apply.  However, during the mobility between the old DCAF and the new DCAF, the UE should abnegate the old DCAF and delegate the new DCAF as its proxy in order to resume service with NWDAF.  NWDAF can determine the new DCAF by reusing the existing procedures as defined in clause 6.2.8.2.4 of TS 23.288.  
Once the UE no longer participates in the Application AI/ML operation, it should abnegate DCAF as its proxy.    

6.X.2	Procedures
This section presents further clarifications on how to leverage the existing mechanisms as defined in clause 6.2.8 of TS 23.288 to collect network analytics




Figure 6.X.2-1: Analytics Exposure to UE via DCAF
1. At the establishment of the user plane connection between the UE Application and the AF, the AF stores the UE IP address (for both direct and indirect reporting) and correlates the UE IP address to the SUPI (for AF in trusted domain) or to GPSI (for AF in untrusted domain) as described clause 6.2.8.2.4 of TS 23.288. 
2. DCAF subscribes to NWDAF on behalf of the UE to request/receive the UE-related data analytics as described in clause 6.1.1.2 of TS 23.288.
3. Upon receiving the requested analytics, DCAF exposes the analytics to UE based on network consent.
If the subscription is for periodic notification, NWDAF notifies the DCAF with the analytics periodically. Otherwise, the following steps can be skipped:
4. The UE may move into a different service area supported by a different DCAF. During the mobility, the UE should abnegate the old DCAF and delegate the new DCAF as its proxy in order to resume service with NWDAF.
5. NWDAF is not aware of the UE mobility, and still notifies the old DCAF with the analytics by invoking Nnwdaf_AnalyticsSubscription_Subscribe_Notify service operation.
6. When the notification is received, the old DCAF may send a response to inform the NWDAF that the UE has moved out of its the service area.
7. When the NWDAF receives the response from old DCAF, NWDAF should determine the new DCAF by reusing the existing procedures as defined in clause 6.2.8.2.4 of TS 23.288.
8. If a Subscribe/Notify service operation is invoked in step-2, the NWDAF may further notify the analytics to UE e.g. periodically). NWDAF notifies  the DCAF with the requested analytics to DCAF by invoking Nnwdaf_AnalyticsSubscription_Subscribe_Notify service operation.
9. The new DCAF exposes the requested analytics to UE based on network consent.

6.X.3	Impacts on existing services, entities and interfaces

* * * * End of changes * * * *
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